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Introduction

For ease of reference, the numbering used in this Appendix corresponds exactly to that of the Code of Practice itself; where appropriate the relevant section of the Code of Practice text is quoted.

4.1: Usage Reports

Filing order of journal titles

For journal titles beginning with a definite or indefinite article (in any language) this definite or indefinite article should be disregarded in the filing order of the list of titles in the COUNTER usage reports.

Institutional Identifiers

Cells B3 and B4 in the usage reports, currently blank, will be allocated to Institutional Identifiers, when a NISO standard for these has been agreed. Cell B3 will contain the text ‘Institutional Identifier’ and Cell B4 will contain the Institutional Identifier number appropriate to the customer. Vendors will be notified when this becomes a COUNTER requirement.

Categories of content covered by the COUNTER usage reports

COUNTER currently provides two Codes of Practice; one covers journals and databases, while the other covers books and reference works. It is recognized, however, that while these categories cover a large proportion of the online content purchased by librarians and library consortia, they do not cover everything. Pending the development of additional Codes of Practice that cover further categories of online content in the future, COUNTER allows such content, where appropriate, to be covered in the existing Codes of Practice. Each case is judged on its own merits, but examples include:

- Newspaper articles: where a collection of full text articles includes articles from periodical publications, such as newspapers, that are not journals and which may not have an ISSN number, usage of such articles may be counted in JR1 and JR3, as they constitute part of a package of content that has been purchased by a customer.
- Reports: reports that have neither an ISSN nor an ISBN may be part of a collection of online content that includes books and/or journals. Usage of such
reports may be counted in the appropriate COUNTER journal or books reports (but not in both)

- Supplementary data sets, video clips, etc: it is acknowledged that an online journal, for example, is more than a collection of articles and that a growing portion of the value of an online journal lies in the supplementary data and other features to which the user has access. To enable vendors to record the usage of such features, COUNTER has expanded the scope of Journal Report 3.

**Journal Report 5**

The usage statistics reported in Journal Report 5 are for the current calendar year-to-date, broken down by year-of-publication. The XML version of this report must be consistent with the Excel example provided in Section 4.1 of the Code of Practice; i.e. the usage statistics for each year-of-publication should **not** be broken down by month.

**5a:** ‘Only successful and valid requests should be counted. For webserver-logs successful requests are those with a specific return code. The standards for return codes are defined and maintained by NCSA.’

**Requirement for Implementation:**

Return codes that indicate a successful or valid request are specified in agreed, international web standards and protocols. The relevant governing document for hypertext protocols is RFC2068, which contains definitions for each Return Code number. There are five categories of return code numbers:

1xx (Information): this category provides information on a request, and often indicates that the user has come upon an experimental application.

2xx (Success): reserved for successful responses. This category of code is not usually seen by the user, but their browser will receive them and will know that whatever request was sent by the browser was received, understood and accepted.

3xx (Redirection): indicates the need for further action by the user’s browser. User action may not be necessary, as the browser may deal with it automatically.

4xx (Client Error): this category of code is the one most frequently seen by the user and indicates an error.

5xx (Server Error): indicates where the server knows it has made an error, or is not capable of answering the request.

Categories 2xx and 3xx are relevant to Section 5a of the COUNTER Code of Practice, which deems that **only the following specific return codes indicate a successful or valid request:**

200 (OK) The request was successful and information was returned. This is, by far, the most common return code on the web.

304 (Not modified) In order to save bandwidth a browser may make a conditional request for resources. The conditional request contains an ‘If-Modified-Since’ field and if the resource has not changed since that date the server will simply return the 304 code and the browser will use its cached copy of the resource.
Requests that result in any other return codes within the 2xx and 3xx categories must not be counted. This exclusion covers:

206 (Partial content): This indicates that the server has only filled part of a specific type of request.

301 (Moved permanently): The addressed resource has moved, and all future requests for that resource should be made to the new URL. Transfer to the new location may be automatic or may require manual intervention by the user. Either way, a successful request to the new location will generate a 200 return code.

302 (Moved temporarily): This indicates that the content has moved while the page requested still has the same URL. The page is, therefore, not retrieved and must not be counted.

303 (See other): The response to the browser’s request can be found elsewhere. Automatic redirection may take place to the new location.

Full information on the five categories of HTTP return codes and their definitions may be found at: [http://www.w3.org/Protocols/rfc2068/rfc2068](http://www.w3.org/Protocols/rfc2068/rfc2068) go to: Chapter 10 (pp 53-64): Status Code Definitions. More summarised information may be found at: [http://www.cknow.com/faqs/What/404andOtherHTTPReturnCode.html](http://www.cknow.com/faqs/What/404andOtherHTTPReturnCode.html).

5e. Guidelines for processing and filtering the raw usage data

The filtering of the ‘raw’ usage data needs to go through a number of consecutive steps in order to meet the COUNTER requirements.

**Step 1: Sorting the data file.**

The file to be used for reporting should be sorted chronologically by user. The following options for a user exist:

1. Where only the IP address of a user is logged, that IP should be taken as the field to sort by.
2. When a session-cookie is implemented and logged, the session-cookie should be used to sort by.
3. When user-cookies are available and logged, the user-cookie should be used to sort by.
4. When the username of a registered user is logged, this username should be used to sort by.

**Step 2: Remove all records with a return code other than ‘200’ and ‘304’**

**Step 3: Run the ‘double-click-removal’ script**

The following example illustrates how this script should work:

A user requests the HTML version of one and the same article four times within the following time intervals:

Request 1: 9:51:10

Request 2: 9:51:19
Applying the double-click filter to the above example has the following results: comparing Requests 1 and 2 removes Request 1 and retains Request 2; next, comparing Request 2 with Request 3, retains both Request 2 and Request 3 as more than 10 seconds have elapsed between these two requests; next, comparing Request 3 with Request 4 removes Request 3 and retains Request 4, as less than 10 seconds have elapsed between Requests 3 and 4. Thus, applying the double-click filter to the above example results in two Successful Requests being recorded.

5. Requirements for recording and reporting usage in Database Report 1 (DB-1) and Database Report 3 (DB-3) when databases may be searched individually or as a group, as part of a Service (see Definition 3.1.1.1 in Section 3 of the Code of Practice)

Many databases are offered by vendors as part of a larger service that typically covers a number of databases.

Database Report 1 should report usage of each database, and Database Report 3 should report usage of each service, as illustrated in the following example:

A vendor offers a set of 5 databases (A, B, C, D and E) as part of Service X. The user may search each database individually, or may specify searches across a group of 2 or more databases. Usage should be reported as follows in DB-1 and DB-3 for the scenarios below:

- **Scenario 1:**
  - User makes 1 search across ‘All Databases’.
  - Vendor should report:
    - 1 search in DB-3 and also
    - 1 search in DB-1 for each database (A, B, C, D and E)

- **Scenario 2:**
  - User makes 1 search in Database E only.
  - Vendor should report:
    - 1 search in DB-3 and also
    - 1 search in DB-1 for Database E

- **Scenario 3:**
  - User makes 1 search, selecting two Databases (C and D) to search in.
  - Vendor should report:
    - 1 search in DB-3 and also
    - 1 search for Database C in DB-1, and 1 search for Database D in DB-1

**Results:**

If usage is reported correctly for all three of the scenarios described above, then the vendor’s DB-1 and DB-3 reports should report the following:
• DB-3 reports 3 searches in total for Service X
• DB-1 reports 8 searches in total –
  o 1 for Database A (from the search in Scenario 1)
  o 1 for Database B (from the search in Scenario 1)
  o 2 for Database C (from the searches in Scenarios 1 and 3)
  o 2 for Database D (from the searches in Scenarios 1 and 3)
  o 2 for Database E (from the searches in Scenarios 1 and 2)